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[bookmark: _Toc114825061]* * * First Change * * * 
[bookmark: _Toc138238464][bookmark: _Toc138238376]8.6.2.1	Service API update request
Table 8.6.2.1-1 describes the information flow service API update request from the API publishing function to the CAPIF core function.
Table 8.6.2.1-1: Service API update request
	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API published information reference
	M
	The information (set) provided by the CAPIF core function about the published service API which can be used for reference by the API publishing function.

	Service API information
	M
	The service API information includes the service API name, service API type, service API status (e.g. active, inactive), communication type, description, List of public IP ranges of UEs (optional), Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format which is required to replace the existing service API information

	Reason
	O
	The reason of the update (e.g. change log)



Note: How to monitor service API status when the APF is unable to update service API status is not specified in this release.
NOTE:	How to monitor service API status when the APF is unable to update service API status is not specified in this release.

* * * Next Change * * * 
[bookmark: _Toc138238532][bookmark: _Toc138238572]8.16.3	Procedure
Figure 8.16.3-1 illustrates the procedure for API invoker authorization to access service APIs.
Pre-conditions:
1.	The API invoker has been authenticated.
2.	The API invoker associated authorization information is available at AEF.


[image: ]




Figure 8.16.3-1: Procedure for API invoker authorization to access service APIs
1.	The API invoker triggers service API invocation request to the AEF, including the service API to be invoked. 
NOTE 1:	Authentication can also be performed if not authenticated previously.
NOTE 2:	The API invoker can trigger several service API invocations asynchronously.
2.	Upon receiving the service API invocation request, the AEF checks whether the API invoker is authorized to invoke that service API, based on the authorization information.
2a.	If the AEF does not have information required to authorize service API invocation, the AEF obtains the authorization information from the CAPIF core function.
3.	The AEF executes the service logic for the invoked service API.
4.	The API invoker receives the service API invocation response as a result of the service API invocation.

* * * Next Change * * * *
[bookmark: _Toc138238550]8.19.3	Procedure
Figure 8.19.3-1 illustrates the procedure for logging service API invocations at AEF.
Pre-conditions:
1.	The API invoker(s) has invoked certain service API(s). 
2.	Authorization details of the AEF are available with the CAPIF core function.
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Figure 8.19.3-1: Procedure for logging service API invocations
1.	Upon invocation of service API(s) from one more API invokers, the AEF triggers API invocation log request towards the CAPIF core function.
NOTE 1:	The AEF can collect the log information associated to several API invocations before triggering API invocation log request asynchronously.
2.	The CAPIF core function makes a log entry and stores the information e.g. for charging purposes, for access by authorized users and entities.
NOTE 2:	API invocation log is stored for a configured duration.
3.	AEF receives the API invocation log response from the CAPIF core function.

* * * Next Change * * * *
8.23.2.3	Revoke API invoker authorization notify
Table 8.23.2.3-1 describes the information flow revoke API invoker authorization notify from the CAPIF core function to the API invoker.
Table 8.23.2.3-1: Revoke API invoker authorization notify
	Information element
	Status
	Description

	API invoker identity information
	M
	The information that determines the identity of the API invoker whose authorization has been revoked

	Service API identification
	M
	The identification information of the service API for which the authorization is revoked.

	Cause
	M
	The cause for revoking the API invoker authorization




* * * End of Change * * * *
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